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Subsystem name Description 

User interface Provides self-service

Information of users, tariffs, services, personal account balance, 

provided services and consumed resources account

Executes cloud services management commands by business process 

management subsystem requests

Equipment, networks and resources data storage

System for customers' services cyberattack detection and prevention 

(DDoS-attacks)

Executes user requests by preconfigured scenarios via business processes 

requirements

HOW IT WORKS?

APPLIED TECHNOLOGIES

Operating systems:  Linux, Windows

Application web servers:  Tomcat, Jboss, Microsoft IIS

Database management systems:                                                                         MySQL, PostgreSQL, 

Microsoft SQL Server

Programming languages: JAVA, Python, C#, Powershell

Libraries:  Hibernate (ORM), Spring (MVC), 

FreeMarker (template engine), jquery, bootstrap css

Service bus: Mule ESB
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PLATFORM SUBSYSTEMS

IN FIGURESWHAT                                     IS?

Cloud services management platform for VPS/VDS and hosting 

services automation

Hardware & software inventory

Hardware & software resource planning tool

API to anti-DDoS protection system (invGuard) & traffic analytics

• Up to 10  DC IT infrastructure management

• 2+  virtualization platforms (Hyper-V, KVM and other)

• 5+  manageable types of server and storage equipment

   (HP, IBM, Cisco, DELL, Supermicro and other)

• 5+  manageable types of network equipment (Juniper, HP, Cisco,

   NSN, Huawei and other)

• Up to 5000 service connection/change/disconnection requests daily

• Up to 1000 manageable entities supported

• 80- hours deployment time

 

• Service providers • Data centers carriers • Telecom carriers • Companies that want to manage self IT infrastructure

MARKETPLACE

PURCHASE OPTIONS

One-time payment Revenue sharingMonthly/yearly payments 



Traffic analysis and cyberattack prevention

User interface

Inventory

 KEY ADVANTAGES

Cloud Services 

management platform

Founded in 1999

R

•    Integrated approach allows to consolidate cloud infrastructure management 
in place without another tools needed

•     Market only platform manages many DCs and virtualized infrastructures 
at same time. Hyper-V and KVM hypervisor supported.

•     Platform gives an opportunity to provide virtual servers and hosting services 
based on Windows or Linux, domains registration and VDI seamlessly 
to your customers

•     invGUARD cyberattack prevention system built-in integration allows 
to automate monitoring,detection and prevention of network attacks

• 

• 

Equipment, networks or another physical or virtual resources inventory

• Smart GUI for platform customization

•    Integration with popular payment service providers and gateways 
(PayPal, PayMaster, Moneta.RU, Bank transfers, Visa, MasterCard)

•    Public API gives your clients to cloud services management from third-party 
applications or other systems. This allows to provide your cloud infrastructure 
to your partners with reduced costs forintegration 

• Protection of investments into the existing IT infrastructure 

•     Ability to utilize InoSphere as an supplementary management system 
(step-by-step implementaion, no need to off your current management 
system on start, smooth switch to innovative InoSphere platform)

• Many preconfigured features and services 

• Any customization to fit customer needs 

• 24/7 technical support, including on-site support

twitter.com/Inoventica 

 facebook.com/inoventicagroup 

vk.com/inoventica

Flexible tariffs for provided services and customers' consumed resources

Founded in 1999

Tel.: +421 949 29 99 24
inoventica.eu
info@inoventica.com


